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1. INTRODUGAO E OBJETIVO

O termo compliance é originario do verbo, em inglés, to comply, e significa “estar em
conformidade com regras, normas e procedimentos”.

Visto isso, a GUARDIAN GESTORA LTDA. e a GUARDIAN CREDITO LTDA. as
quais fazem parte do mesmo grupo econOmico, e, portanto, compartilham as
mesmas politicas e controles internos (ambas oras definidas como “Gestora”)
adotaram em sua estrutura as atividades de “Controles Internos” ou “Compliance”.
O diretor responsavel pelo compliance (“Diretor de Compliance™) tem como objetivo
garantir o cumprimento das leis e regulamentos emanados de autoridades

competentes aplicaveis as atividades de Gestora, bem como as politicas e manuais
da Gestora, e obrigagoes de fidlcia e lealdade devidas aos fundos de investimento e
demais clientes, cotistas dos fundos de investimentos geridos pela Gestora
(“Clientes”), prevenindo a ocorréncia de violacbes, detectando as violagdes que
ocorram e punindo ou corrigindo quaisquer de tais descumprimentos.

Este Manual de Controles Internos (Compliance) (“*Manual de Compliance”) foi
elaborado para atender especificamente as atividades desempenhadas pela Gestora,
de acordo com natureza, complexidade e riscos a elas inerentes, observada a
obrigagdo de revisdo e atualizacdo periddica nos termos do item 2 abaixo.

Este Manual de Compliance é aplicavel a todos os sécios, diretores, funcionarios,
empregados, estagiarios e demais colaboradores da Gestora (em conjunto os
“Colaboradores” e, individualmente e indistintamente, o “Colaborador”).

Este Manual de Compliance deve ser lido em conjunto com o Cédigo de Etica da
Gestora, que também contém regras que visam a atender aos objetivos aqui
descritos.

Este Manual de Compliance esta de acordo com o Cdédigo ANBIMA de Administragdo
e Gestdo de Recursos de Terceiros, bem como com a regulamentagao vigente emitida
pela Comissdo de Valores Mobilidrios (“"CVM").

2. PROCEDIMENTOS

2.1. Designagao de um Diretor Responsavel

A area de compliance da gestora ¢é liderada pelo Diretor de Compliance, devidamente
nomeado no contrato social da Gestora.
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O Diretor de Compliance exerce suas funcdes com plena independéncia e ndo atua
em fungdes que possam afetar sua isencdo, dentro ou fora da Gestora. Da mesma
forma, a area de compliance ndo esta sujeita a qualquer ingeréncia por parte da
equipe de gestdo e possui autonomia para questionar os riscos assumidos nas
operacOes realizadas pela Gestora.

O Diretor de Compliance é o responsavel pela implementacdo geral dos
procedimentos previstos neste Manual de Compliance, e caso tenha que se ausentar
por um longo periodo de tempo, devera ser substituido ou devera designar um
responsavel temporario para cumprir suas funcdes durante este periodo de auséncia.
Caso esta designacao ndo seja realizada, cabera aos sécios da Gestora fazé-lo.

O Diretor de Compliance tem como principais atribuicdes e responsabilidades o
suporte a todas as areas da Gestora no que concerne a esclarecimentos de todos os
controles e regulamentos internos (compliance), bem como no acompanhamento de
conformidade das operacgdes e atividades da Gestora com as normas regulamentares
(internas e externas) em vigor, definindo os planos de agdao, monitorando o
cumprimento de prazos e do nivel exceléncia dos trabalhos efetuados e assegurando
que quaisquer desvios identificados possam ser prontamente corrigidos
(enforcement).

Sao também atribuicdes do Diretor de Compliance, sem prejuizo de outras descritas
neste Manual de Compliance:

() Implantar o conceito de controles internos através de uma cultura de
compliance, visando melhoria nos controles;

(i) Propiciar o amplo conhecimento e execugao dos valores éticos na aplicagao
das acdes de todos os Colaboradores;

(iii)  Analisar todas as situagdes acerca do ndo-cumprimento dos procedimentos ou
valores éticos estabelecidos neste Manual de Compliance, ou no “Cddigo de
Etica”, assim como avaliar as demais situacdes que ndo foram previstas em
todas as politicas internas da Gestora (“Politicas Internas”);

(iv) Definir estratégias e politicas pelo desenvolvimento de processos que
identifiguem, mensurem, monitorem e controlem contingéncias;

(v) Solicitar a tomada das devidas providéncias nos casos de caracterizagdo de
conflitos de interesse;
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(vi)  Reconhecer situagdes novas no cotidiano da administragdo interna ou nos
negocios da Gestora que nao foram planejadas, fazendo a andlise de tais
situacoes;

(vii)  Propor estudos para eventuais mudangas estruturais que permitam a
implementacdo ou garantia de cumprimento do conceito de segregacao das
atividades desempenhadas pela Gestora;

(viii) Examinar de forma sigilosa todos os assuntos que surgirem, preservando a
imagem da Gestora, assim como das pessoas envolvidas no caso.

2.2. Revisao periédica e preparacao de relatoério

O Diretor de Compliance devera revisar pelo menos anualmente este Manual de
Compliance para verificar a adequacdo das politicas e procedimentos aqui previstos,
e sua efetividade. Tais revisdes periddicas deverdao levar em consideracdo, entre
outros fatores, as violagdes ocorridas no periodo anterior, e quaisquer outras
atualizacOes decorrentes da mudanca nas atividades realizadas pela Gestora.

O Diretor de Compliance deve encaminhar aos diretores da Gestora, até o ultimo dia
do més de janeiro de cada ano, relatério relativo ao ano civil imediatamente anterior
a data de entrega, contendo: (i) a conclusdo dos exames efetuados; (ii) as
recomendacbes a respeito de eventuais deficiéncias, com o estabelecimento de
cronogramas de saneamento, quando for o caso; e (iii) a manifestacdo a respeito das
verificacdes anteriores e das medidas planejadas, de acordo com o cronograma
especifico, ou efetivamente adotadas para sana-las, que devera seguir o formato
previsto no Anexo I.

O relatdrio referido no paragrafo acima devera ficar disponivel para a CVM na sede
da Gestora.

2.3. Treinamento

A Gestora possui um processo de treinamento inicial e um programa de reciclagem
continua dos conhecimentos sobre as Politicas Internas, inclusive este Manual de
Compliance, aplicavel a todos os Colaboradores, especialmente aqueles que tenham
acesso a informacgdes confidenciais e/ou participem do processo de decisao de
investimento.

O Diretor de Compliance devera conduzir sessdes de treinamento aos Colaboradores
periodicamente, conforme entender ser recomendavel, de forma que os
Colaboradores entendam e cumpram as disposicOes previstas neste manual, e deve
estar frequentemente disponivel para responder questdes que possam surgir em
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relacdo aos termos deste Manual de Compliance e quaisquer regras relacionadas a
compliance.

A periodicidade minima do processo de reciclagem continuada sera anual. A cada
processo de reciclagem continuada, os Colaboradores assinardao termo comprovando
a participacao no respectivo processo.

Os materiais, carga horaria e grade horaria serdo definidos pelo Diretor de
Compliance, que podera, inclusive, contratar terceiros para ministrar aulas e/ou
palestrantes sobre assuntos pertinentes.

2.4. Apresentacdo do Manual de Compliance e suas modificacoes

O Diretor de Compliance devera entregar uma copia deste Manual de Compliance, e
das Politicas Internas, para todos os Colaboradores por ocasidao do inicio das
atividades destes na Gestora, e sempre que estes documentos forem modificados.
Mediante o recebimento deste Manual de Compliance, o Colaborador devera
confirmar que leu, entendeu e cumpre com os termos deste Manual de Compliance e
das Politicas Internas, mediante assinatura do termo de adesao que devera seguir o
formato previsto no Anexo II ("Termo de Adesao”).

2.5. Atividades Externas

Os Colaboradores devem obter a aprovacao escrita do Diretor de Compliance antes
de envolverem-se em negdcios externos a Gestora. “Atividades Externas” incluem
ser um diretor, conselheiro ou sdcio de sociedade ou funcionario ou consultor de
qgualquer entidade ou organizacao (seja em nome da Gestora ou nao). Os
Colaboradores que desejam ingressar ou engajar-se em tais Atividades Externas
devem obter a aprovacdo prévia por escrito do Diretor de Compliance por meio da
“Solicitagdo para Desempenho de Atividade Externa” na forma do Anexo III.

N3o serd necessaria a prévia autorizacdo do Diretor de Compliance para Atividades
Externas relacionadas a caridade, organizagdes sem fins lucrativos, clubes ou
associagdes civis.

2.6. Supervisao e responsabilidades

Todas as matérias de violagGes a obrigagbes de compliance, ou duvidas a elas
relativas, que venham a ser de conhecimento de qualquer Colaborador devem ser
prontamente informadas ao Diretor de Compliance, que devera investigar quaisquer
possiveis violagGes de regras ou procedimentos de compliance, e determinar quais
as sancbes aplicaveis. O Diretor de Compliance podera, consideradas as
circunstancias do caso e a seu critério razoavel, concordar com o ndo cumprimento
de determinadas regras.
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2.7. Sancgoes

As sancOes decorrentes do descumprimento das regras estabelecidas neste Manual
de Compliance e/ou das Politicas Internas serdo definidas e aplicadas pelo Diretor de
Compliance, a seu critério razoavel, garantido ao Colaborador, contudo, amplo direito
de defesa.

Poderdo ser aplicadas, entre outras, penas de adverténcia, suspensado, desligamento
ou demissdo por justa causa, se aplicavel, nos termos da legislacdo vigente, sem
prejuizo da aplicacdo de penalidades pela CVM e do direito da Gestora de pleitear
indenizagdo pelos eventuais prejuizos suportados, perdas e danos e/ou lucros
cessantes, por meio dos procedimentos legais cabiveis.

3. POLITICA DE CONFIDENCIALIDADE E TRATAMENTO DA INFORMAGAO

Nos termos da Resolugcdao CVM n° 21, de 25 de fevereiro de 2021, especialmente o
Artigo 27, III e Artigo 28, II, a Gestora adota procedimentos e regras de condutas
para preservar informagdes confidenciais e permitir a identificacdo das pessoas que
tenham acesso a elas.

A informacdo alcancada em funcao da atividade profissional desempenhada por cada
Colaborador na Gestora é considerada confidencial e ndo pode ser transmitida de
forma alguma a terceiros ndo Colaboradores ou a Colaboradores ndo autorizados.

3.1. Seguranca da Informacao Confidencial

A Gestora mantém um inventario atualizado que identifica e documenta a existéncia
e as principais caracteristicas de todos os ativos de informagao, como base de dados,
arquivos, diretérios de rede, planos de continuidade entre outros. Nenhuma
informacdo confidencial deve, em qualquer hipdtese, ser divulgada a pessoas, dentro
ou fora da Gestora, que nao necessitem de, ou nao devam ter acesso a tais
informagdes para desempenho de suas atividades profissionais.

Em caso de determinado Colaborador passar a exercer atividade ligada a outra area
da Gestora, tal Colaborador tera acesso apenas as informacdes relativas a esta area,
das quais necessite para o exercicio da nova atividade, deixando de ter permissao de
acesso aos dados, arquivos, documentos e demais informagdes restritas a atividade
exercida anteriormente. Em caso de desligamento da Gestora, o Colaborador deixara
imediatamente de ter acesso a qualquer ativo de informagao interna da Gestora.
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Qualquer informagdo sobre a Gestora, ou de qualquer natureza relativa as atividades
da Gestora, aos seus socios e Clientes, obtida em decorréncia do desempenho das
atividades normais do Colaborador na Gestora, s6 podera ser fornecida ao publico,
midia ou a demais érgdos caso autorizado por escrito pelo Diretor de Compliance.

Todos os Colaboradores, assim como todos os terceiros contratados pela Gestora,
deverao assinar documento de confidencialidade sobre as informacdes confidenciais,
reservadas ou privilegiadas que Ihes tenham sido confiadas em virtude do exercicio
de suas atividades profissionais.

E terminantemente proibido que os Colaboradores facam cdpias ou imprimam os
arquivos utilizados, gerados ou disponiveis na rede da Gestora e circulem em
ambientes externos a Gestora com estes arquivos, uma vez que tais arquivos contém
informacgdes que sdo consideradas informagdes confidenciais.

A proibicdo acima referida ndao se aplica quando as cdpias ou a impressdo dos
arquivos forem em prol da execugdo e do desenvolvimento dos negdcios e dos
interesses da Gestora e de seus Clientes. Nestes casos, o Colaborador que estiver na
posse e guarda da cdpia ou da impressdo do arquivo que contenha a informacdo
confidencial serda o responsavel direto por sua boa conservagao, integridade e
manutencdo de sua confidencialidade.

Ainda, qualquer impressao de documentos deve ser imediatamente retirada da
maquina impressora, pois podem conter informacdes restritas e confidenciais,
mesmo no ambiente interno da Gestora.

O descarte de informacdes confidenciais em meio digital deve ser feito de forma a
impossibilitar sua recuperacdo. Todos os arquivos digitalizados em pastas
temporarias serdo apagados periodicamente, de modo que nenhum arquivo devera
ali permanecer. A desobediéncia a esta regra sera considerada uma infragdao, sendo
tratada de maneira analoga a daquele que esquece material na area de impresséo.

O descarte de documentos fisicos que contenham informagodes confidenciais ou de
suas copias devera ser realizado imediatamente apds seu uso, de maneira a evitar
sua recuperagao.

Adicionalmente, os Colaboradores devem se abster de utilizar hard drives, pen-
drives, disquetes, fitas, discos ou quaisquer outros meios que nao tenham por

finalidade a utilizacdo exclusiva para o desempenho de sua atividade na Gestora.

E proibida a conexdao de equipamentos na rede da Gestora que nao estejam
previamente autorizados pela area de compliance.

10
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Cada Colaborador é responsavel por manter o controle sobre a seguranca das
informagdes armazenadas ou disponibilizadas nos equipamentos que estdo sob sua
responsabilidade.

O envio ou repasse por e-mail de material que contenha conteldo discriminatério,
preconceituoso, obsceno, pornografico ou ofensivo é também terminantemente
proibido, conforme acima aventado, bem como o envio ou repasse de e-mails com
opinides, comentarios ou mensagens que possam denegrir a imagem e/ou afetar a
reputacdo da Gestora.

Em nenhuma hipétese um Colaborador pode emitir opinidao por e-mail em nome da
Gestora, ou utilizar material, marca e logotipos da Gestora para assuntos nao
corporativos ou apés o rompimento do seu vinculo com este, salvo se expressamente
autorizado para tanto.

O Diretor de Compliance também monitorara o acesso aos diretorios e logins virtuais
no servidor protegidos por senha. O Diretor de Compliance elucidard as
circunstancias da ocorréncia deste fato e aplicara as devidas sancées.

Programas instalados nos computadores, principalmente via internet (downloads),
sejam de utilizagcdo profissional ou para fins pessoais, devem obter autorizacdo prévia
do responsavel pela area de Compliance da Gestora. Nao é permitida a instalagdo de
nenhum software ilegal ou que possua direitos autorais protegidos. A instalacdo de
novos softwares, com a respectiva licenca, deve também ser comunicada
previamente ao responsavel pela area de Compliance. Este devera aprovar ou vetar
a instalacdo e utilizacdo dos softwares dos Colaboradores para aspectos profissionais
e pessoais.

A Gestora se reserva no direito de gravar qualquer ligagdo telefénica e/ou qualquer
comunicacdo dos seus Colaboradores realizada ou recebida por meio das linhas
telefonicas ou qualquer outro meio disponibilizado pela Gestora para a atividade
profissional de cada Colaborador.

Em caso de divulgacao indevida de qualquer informacdo confidencial, o Diretor de
Compliance apurara o responsavel por tal divulgacdo, sendo certo que podera
verificar na rede quem teve acesso ao referido documento por meio do acesso
individualizado de cada Colaborador.

Serao realizados testes de seguranga para os sistemas de informacgoes utilizados pela
Gestora, em periodicidade, no minimo, anual, para garantir a efetividade dos
controles internos mencionados neste Manual de Compliance, especialmente as
informagdes mantidas em meio eletronico.

11
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3.2. Propriedade intelectual

Todos os documentos desenvolvidos na realizacao das atividades da Gestora ou a
elas diretamente relacionados, tais quais, sistemas, arquivos, modelos,
metodologias, féormulas, projecdes, relatérios de analise etc., sdo de propriedade
intelectual da Gestora.

A utilizacdo e divulgacdo de qualquer bem sujeito a propriedade intelectual da
Gestora fora do escopo de atuagdo ou ndo destinado aos Clientes, dependera de
prévia e expressa autorizacdao por escrito do Diretor de Compliance.

Uma vez rompido com a Gestora o vinculo do Colaborador, este permanecera
obrigado a observar as restricdes ora tratadas, sujeito a responsabilizacdo nas
esferas civil e criminal.

4. INFORMAGAO PRIVILEGIADA E INSIDER TRADING

E considerada como informacdo privilegiada qualquer Informacdo Relevante
(conforme definido abaixo) a respeito de alguma empresa e/ou ativo, que nao tenha
sido publicada e que seja conseguida de maneira privilegiada, em consequéncia da
ligagdo profissional ou pessoal mantida com um Cliente, com colaboradores de
empresas estudadas ou investidas ou com terceiros, ou em razdo da condicdao de
Colaborador.

Considera-se Informacdo Relevante, para os efeitos deste Manual de Compliance,
qualquer informagdo, decisdo, deliberagdao, ou qualquer outro ato ou fato de carater
politico-administrativo, técnico, negocial ou econ6mico-financeiro ocorrido ou
relacionado aos negdcios da Gestora que possa influir de modo ponderavel: (a) na
rentabilidade dos valores mobiliarios administrados pela Gestora; (b) na decisdo de
Clientes de comprar, vender ou manter cotas de fundos de investimento
administrados pela Gestora; e (c) na decisdo dos Clientes de exercer quaisquer
direitos inerentes a condicdo de titular de cotas de fundos de investimento
administrados pela Gestora.

As informacgdes privilegiadas precisam ser mantidas em sigilo por todos que a
acessarem, seja em fungdo da pratica da atividade profissional ou do relacionamento
pessoal.

Em caso de o Colaborador ter acesso a uma informacao privilegiada que nao deveria
ter, deverd transmiti-la rapidamente ao Diretor de Compliance, nao podendo
comunica-la a ninguém, nem mesmo a outros membros da Gestora, profissionais de
mercado, amigos e parentes, e nem usa-la, seja em seu proprio beneficio ou de
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terceiros. Se nao houver certeza quanto ao carater privilegiado da informacdo, deve-
se, igualmente, relatar o ocorrido ao Diretor de Compliance.

4.1. Insider Trading e "Dicas”

Insider trading baseia-se na compra e venda de titulos ou valores mobilidrios com
base no uso de informacgao privilegiada, com o objetivo de conseguir beneficio préprio
ou para terceiros (compreendendo a prépria Gestora e seus Colaboradores).

“Dica” é a transmissdo, a qualquer terceiro, de informacgao privilegiada que possa ser
usada como beneficio para a compra e venda de titulos ou valores mobiliarios.

E proibida a pratica dos atos mencionados anteriormente por qualquer membro da
empresa, seja agindo em beneficio préprio, da Gestora ou de terceiros.

A pratica de qualquer ato em violacdo deste Manual de Compliance pode sujeitar o
infrator a responsabilidade civil e criminal, por forca de lei. O artigo 27-D da Lei
n° 6.385, de 07 de dezembro de 1976 tipifica como crime a utilizagdo de informacao
relevante ainda nao divulgada ao mercado, da qual o agente tenha conhecimento e
da qual deva manter sigilo, capaz de propiciar, para si ou para outrem, vantagem
indevida, mediante negociacdo, em nome proprio ou de terceiro, com valores
mobilidrios. As penalidades previstas para esse crime sdo tanto a pena de reclusao,
de 1 (um) a 5 (cinco) anos, bem como multa de 3 (trés) vezes o montante da
vantagem ilicita obtida em decorréncia do crime. Além de sangles de natureza
criminal, qualquer violacdo da legislacdo vigente e, portanto, deste Manual de
Compliance, podera, ainda, sujeitar o infrator a processos de cunho civil e
administrativo, bem como a imposicdo de penalidades nesse ambito, em
conformidade com a Lei n° 6.404, de 15 de dezembro de 1976 e a Resolugdao CVM
no 44, de 23 de agosto de 2021 (“"Resolucdo CVM 44").

E de responsabilidade do Diretor de Compliance verificar e processar periodicamente
as notificacdes recebidas a respeito do uso pelos Colaboradores de informacdes
privilegiadas, insider trading e “dicas”. Casos envolvendo o uso de informacao
privilegiada, insider trading e “dicas” devem ser analisados ndo s6 durante a vigéncia
do relacionamento profissional do Colaborador com a Gestora, mas mesmo apos o
término do vinculo, com a comunicacdo do ocorrido as autoridades competentes,
conforme o caso.

13



Politica Institucional

Area Gestora Cédigo Vers&o
Compliance e Gestdo de Riscos 05

Assunto Data Criagdo Data Publicagdo
Manual de Controles Internos (Compliance) FEV/2021 18/12/2025

Abrangéncia
Limitada as gestoras do Grupo Guardian.

5. POLITICA DE SEGREGACI\O DAS ATIVIDADES
5.1. Segregacao fisica

Caso a Gestora venha a desenvolver atividades que apresentem conflito de interesses
com a atividade de gestdo, a area de gestdo de recursos da Gestora sera fisicamente
segregada das demais, sendo o acesso restrito aos Colaboradores integrantes da
area, por meio de controle de acesso nas portas, para garantir que ndo exista
circulacdo de informacgdes que possam gerar conflito de interesses (“chinese wall”).

Nao serd permitida a circulagdo de Colaboradores em segdes que ndo sejam
destinadas ao respectivo Colaborador.

Reunides com terceiros ndao Colaboradores serdo agendadas e ocorrerdao em local
especifico. Sera feito o controle e triagem prévia do terceiro ndao Colaborador,
inclusive Clientes, sendo este encaminhado diretamente a devida sala.

E de competéncia do Diretor de Compliance, ao longo do dia, fiscalizar a presenca
dos Colaboradores em suas devidas segbes. Caso o Diretor de Compliance constate
que o Colaborador tenha tentado acesso as areas restritas com frequéncia acima do
comum ou necessaria, ou ainda sem qualquer motivo aparente, podera aplicar as
devidas sancdes. Eventual infracdo a regra estabelecida neste Manual de Compliance
sera devidamente esclarecida e todos os responsaveis serdo advertidos e passiveis
de punicbes a serem definidas pelo Diretor de Compliance.

A propdsito, as tarefas contabeis da Gestora sdo terceirizadas, de modo que sejam
exercidas no local de atuacao das empresas contratadas.

5.2. Segregacédo eletrénica

Adicionalmente, a Gestora segregara operacionalmente suas areas a partir da adocdo
dos seguintes procedimentos: cada Colaborador possuirda microcomputador e
telefone de uso exclusivo, de modo a evitar o compartilhamento do mesmo
equipamento e/ou a visualizacao de informacdes de outro Colaborador

Especificamente no que diz respeito a area de informatica e de guarda, conservacao,
restricio de uso e acesso a informagOes técnicas/arquivos, dentre outros,
informamos que o acesso aos arquivos/informacbes técnicas é restrito e possui um
rigoroso controle pelos Diretores de Compliance e Gestdao, sendo certo que tal
restricdo/segregacao sera feita em relagdo a: (i) cargo/nivel hierdrquico; e
(ii) equipe.
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Ademais, cada Colaborador possuira um cédigo de usuario e senha especificos para
acesso ao seu proprio microcomputador.

Além disso, a rede de computadores mantera um registro de acesso e visualizagao
dos documentos, o que permitird identificar as pessoas que tém e tiveram acesso a
determinado documento.

Ainda, cada Colaborador terd a disposicdo uma pasta de acesso exclusivo para
digitalizar os respectivos arquivos, garantindo acesso exclusivo do usuario aos
documentos de sua responsabilidade. Em caso de desligamento do Colaborador,
todos os arquivos salvos na respectiva pasta serdo transmitidos a pasta do seu
superior direto, a fim de evitar a perda de informacdes.

5.3. Segregacao em relacdao as demais empresas nas quais os socios e/ou
diretores da Gestora tenham participacdo societaria

Os socios e diretores da Gestora poderdo deter participagGes societarias em outros
negocios.

Nesse sentido, com o intuito de segregar a atividade de gestdo de recursos e evitar
qualquer compartilhamento de informagdo, a Gestora determina que os sécios que
possuam participacdo societaria em outras empresas atuantes no mercado financeiro
e de capitais, fora do grupo econdmico da Gestora e que desempenham atividades
gue possam gerar eventual conflito de interesses com as atividades da Gestora, nao
poderdo ter atuagdo funcional em tal empresa, devendo figurar apenas como socios
de capital.

5.4. Especificidades dos mecanismos de controles internos

A Gestora, por meio do Diretor de Compliance, mantém disponivel, para todos os
Colaboradores, quaisquer diretrizes internas, que devem ser sempre respeitadas,
podendo atender, entre outros, os seguintes pontos:

O] Definicdo de responsabilidades dentro da Gestora;

(i) Meios de identificar e avaliar fatores internos e externos que possam afetar
adversamente a realizacao dos objetivos da empresa;

(iii)  Existéncia de canais de comunicagdo que assegurem aos Colaboradores,
segundo o correspondente nivel de atuagdo, o acesso a confidveis,
tempestivas e compreensiveis informacbes consideradas relevantes para suas
tarefas e responsabilidades;
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(iv)  Continua avaliacao dos diversos riscos associados as atividades da empresa;
e

(v) Acompanhamento sistematico das atividades desenvolvidas, de forma que se
possa avaliar se os objetivos da Gestora estdo sendo alcangados, se os limites
estabelecidos e as leis e regulamentos aplicaveis estdao sendo cumpridos, bem
como assegurar que quaisquer desvios identificados possam ser prontamente
corrigidos.

Caso qualquer Colaborador identificar situagcdes que possam configurar como
passiveis de conflito de interesse, deverd submeter imediatamente sua ocorréncia
para analise do Diretor de Compliance.

Adicionalmente, serdo disponibilizados a todos os Colaboradores equipamentos e
softwares sobre os quais a Gestora possua licenca de uso, acesso a internet, bem
como materiais e suporte necessario, com o exclusivo objetivo de possibilitar a
execugdo de todas as atividades inerentes aos negdcios da Gestora. A esse respeito,
o Diretor de Compliance podera disponibilizar a diretriz para utilizacdo de recursos
de tecnologia, detalhando todas as regras que devem ser seguidas por todo e
gualquer Colaborador, independentemente do grau hierdrquico dentro da Gestora.

Serao realizados testes de seguranca para os sistemas de informacdes utilizados pela
Gestora, em periodicidade, no minimo, anual, para garantir a efetividade dos
controles internos mencionados neste Manual de Compliance, especialmente as
informagdes mantidas em meio eletronico.

6. DIVULGAGAO DE MATERIAL DE MARKETING

Todos os Colaboradores devem ter ciéncia de que a divulgacdo de materiais de
marketing deve ser realizada estritamente de acordo com as regras emitidas pela
CVM e pela Associacao Brasileira das Entidades dos Mercados Financeiro e de Capitais
- ANBIMA, e que ndao devem conter qualquer informacao falsa ou que possa levar o
publico a erro.

Materiais de marketing devem ser entendidos como qualquer nota, circular, carta ou
outro tipo de comunicacdo escrita, destinada a pessoas externas a Gestora, ou
qualquer nota ou anuncio em qualquer publicacdo, radio ou televisdao, que ofereca
qualquer servico de consultoria ou gestao prestado pela gestora, ou um produto de
investimento da Gestora no mercado de valores mobilidrios (incluindo fundos
geridos).

Abaixo encontra-se uma lista ndo exaustiva de regras aplicaveis a materiais de
marketing de fundos de investimento.
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Nos termos da Resolucao CVM 175, qualquer material de divulgacao do fundo deve,
observadas as excecbes previstas nas regras aplicaveis:

) ser consistente com o regulamento e com a lamina, se houver;

(i) ser elaborado em linguagem serena e moderada, advertindo seus leitores para
0s riscos do investimento;

(iii) ser identificado como material de divulgagao;

(iv) mencionar a existéncia da ldamina, se houver, e do regulamento, bem como
os enderecos na rede mundial de computadores nos quais tais documentos
podem ser obtidos;

(v) ser apresentado em conjunto com a lamina, se houver;

(vi)  conter as informagdes obrigatoérias pelo Suplemento B da Resolugdo CVM 175
nos casos em que a divulgacdo da lamina ndo for obrigatoria;

(vii) conter informagodes: (a) verdadeiras, completas, consistentes e ndo induzir o
Cliente a erro; (b) escritas em linguagem simples, clara, objetiva e concisa; e
(c) Uteis a avaliacdo do investimento; e (d) que ndo assegurem ou sugiram a
existéncia de garantia de resultados futuros ou ndo isencdo de risco para o
Cliente.

Informacdes factuais devem vir acompanhadas da indicacdo de suas fontes e ser
diferenciadas de interpretacdes, opinides, projecdes e estimativas.

Toda informacdo divulgada por qualquer meio, na qual seja incluida referéncia a
rentabilidade do fundo, deve obrigatoriamente:

(i) mencionar a data do inicio de seu funcionamento;

(i) contemplar, adicionalmente a informacao divulgada, a rentabilidade mensal e
a rentabilidade acumulada nos Uultimos 12 (doze) meses, ndao sendo
obrigatodria, neste caso, a discriminagdo més a més, ou no periodo decorrido
desde a sua constituicdo, se inferior, observado que a divulgagao de
rentabilidade deve ser acompanhada de comparacdo, no mesmo periodo, com
indice de mercado compativel com a politica de investimento do fundo, se
houver;

(iii)  ser acompanhada do valor do patrimonio liquido médio mensal dos ultimos 12
(doze) meses ou desde a sua constituicdo, se mais recente;
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(iv) divulgar a taxa de administracdo e a taxa de performance, se houver,
expressa no regulamento vigente nos ultimos 12 (doze) meses ou desde sua
constituicdo, se mais recente; e

(v) destacar o publico alvo do fundo e as restrigdes quanto a captacgdo, de forma
a ressaltar eventual impossibilidade, permanente ou temporaria, de acesso ao
fundo por parte de investidores em geral.

Caso o administrador contrate os servigos de empresa de classificacdo de risco, deve
apresentar, em todo o material de divulgacdo, o grau mais recente conferido ao
fundo, bem como a indicacdo de como obter maiores informacdes sobre a avaliacao
efetuada.

Ficam incorporadas por referéncia, ainda, as disposicdes do Capitulo VII do Cddigo
ANBIMA de Administracdo e Gestdao de Recursos de Terceiros, bem como das
“Diretrizes para Publicidade e Divulgacdao de Material Técnico de Fundos de
Investimento” da ANBIMA, disponiveis publicamente no website desta instituigado.

7. APROVAGCAO DE CORRETORAS E SOFT DOLLAR

A equipe de compliance mantera uma lista de corretoras aprovadas com base nos
critérios estabelecidos pela Gestora. O trader executara ordens exclusivamente com
corretoras constantes referida lista, exceto se receber a autorizacdo prévia do Diretor
de Compliance para usar outra corretora. O Diretor de Compliance atualizara a lista
de corretoras aprovadas conforme as novas relagdes forem estabelecidas ou relacbes
existentes forem terminadas ou modificadas.

Os custos de transacao mais relevantes tais como corretagem, emolumentos e
custddia, devem ser constantemente monitorados, com o objetivo de serem
minimizados. Semestralmente, o time de gestdo da Gestora deve elaborar um
ranking com critérios objetivos de corretoras levando em consideracdo qualidade do
servico e preco, visando encontrar a melhor equacdo e prezando o dever fiduciario
que temos para com os nossos Investidores. A Gestora somente utilizard as
corretoras com melhores classificagdes.

As equipes de gestdo e de compliance devem rever o desempenho de cada corretora
e considerar, entre outros aspectos: a qualidade das execugdes fornecidas; o custo
das execucdes, acordos de soft dollar e potenciais conflitos de interesse.

7.1. Politica de Soft Dollar

Quaisquer acordos envolvendo soft dollars devem ser previamente aprovados pelo
Diretor de Compliance. Soft dollars podem ser definidos como quaisquer beneficios
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oferecidos por uma corretora a uma gestora que direcione ordens para a corretora,
que podem incluir, sem limitagao, researches e acesso a sistemas de informacdes de
mercado como o Bloomberg.

Acordos de soft dollar somente poderao ser aceitos pelo Diretor de Compliance se
guaisquer beneficios oferecidos (i) possam ser utilizados diretamente para melhorias
da tomada de decisdo de investimento pela Gestora; (ii) sejam razoaveis em relacao
ao valor das comissGes pagas; e (iii) ndo afetem a independéncia da Gestora.

A pratica de soft dollar é aceita Unica e exclusivamente para as atividades
diretamente relacionadas a gestdo dos recursos dos Clientes.

Os acordos de soft dollars nao criam nenhuma obrigacdo para a Gestora operar
exclusivamente junto as corretoras que concedem os beneficios.

Atualmente, a Gestora ndo possui qualquer acordo de soft dollar.

8. POLITICA DE KNOW YOUR CLIENT (KYC) E PREVENCAO A LAVAGEM
DE DINHEIRO (PLD)

O termo “lavagem de dinheiro” abrange diversas atividades e processos com o
proposito de ocultar o proprietario e a origem precedente de atividade ilegal, para
simular uma origem legitima. A Gestora e seus Colaboradores devem obedecer a
todas as regras de prevencdo a lavagem de dinheiro, aplicaveis as atividades de
gestdo de fundos de investimento, em especial a Lei n® 9.613, de 03 de marco de
1998, conforme alterada (“Lei 9.613/98"), e a Resolucdo CVM n° 50, de 31 de agosto
de 2021, (“Resolugao CVM 50"), cujos principais termos estao refletidos neste Manual
de Compliance.

O Diretor de Compliance sera responsavel perante a CVM pelo cumprimento de todas
as normas e regulamentagdo vigentes relacionados ao combate e a prevencdo a
lavagem de dinheiro.

O Diretor de Compliance estabelecerad o devido treinamento dos Colaboradores da
Gestora - na forma deste Manual de Compliance - para que estes estejam aptos a

reconhecer e a combater a lavagem de dinheiro, bem como providenciard novos
treinamentos, se necessarios, no caso de mudancas na legislagdo aplicavel.

8.1. Supervisao Baseada em Risco
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Como principal diretriz do seu programa de prevencdo a lavagem de dinheiro e
financiamento ao terrorismo, a Gestora adotou o método de supervisao baseado em
risco, o que significa que a Gestora, no limite de suas atribuicdes, identificar3,
analisara, compreenderd e buscara mitigar os riscos de lavagem de dinheiro e
financiamento ao terrorismo inerentes as suas atividades por meio da adogdo de uma
abordagem baseada em risco, para garantir que as medidas de prevengao sejam
proporcionais aos riscos identificados.

A Gestora classificara todos os seus produtos oferecidos, servigos prestados, canais
de distribuicdo, ambientes de negociacdo e Clientes (isto é, os fundos de
investimento geridos pela Gestora), segmentando-os minimamente em baixo, médio
e alto risco. Para isso, serdao levados em consideracao, dente outros, os seguintes
fatores:

(i) O tipo de fundo;

(i) A sua atividade;

(iii)  Alocalizagao geografica dos ativos investidos pelo fundo;

(iv)  As instituigdes intermediarias (distribuidoras) das cotas dos fundos;

(v) Os demais prestadores de servicos do fundo integrantes do segmento do
mercado financeiro e de capitais; e

(vi) A contraparte das operacOes realizadas.

Além disso, a Gestora atuard de forma preventiva com base nos critérios acima
listados para a analise prévia de novas tecnologias, servicos e produtos baseados no
risco que eles poderao expor no futuro.

A Gestora adota procedimentos internos para a selecdo e monitoramento de
administradores, funcionarios, e prestadores de servicos relevantes contratados.

A metodologia de supervisdao baseada em risco da Gestora sera analisada pelo Diretor
de Compliance em seu relatério anual, de forma a considerar a efetividade dos
controles internos, levando em consideracdo o0s seguintes critérios: (i) a
implementacdo de um ambiente continuo de conhecimento das operacbes dos fundos
geridos pela Gestora e o monitoramento de suas operacdes; e (ii) A prevencao,
deteccdo e combate a operacgdes atipicas ou que possam configurar como lavagem
de dinheiro ou financiamento ao terrorismo.

Cabera aos Diretores da Gestora a aprovacdo da metodologia interna de supervisdo
baseada e risco, bem como o seu monitoramento e reavaliagcdo através da analise do
relatorio anual.

Para fins desse Manual de Compliance, o Diretor de Compliance pode solicitar
quaisquer documentos e/ou informagdes para quaisquer Colaboradores da Gestora
gue sejam necessarias para o desempenho de suas atividades, devendo as fazé-lo

20



Politica Institucional

Area Gestora Cédigo Vers&o
Compliance e Gestdo de Riscos 05

Assunto Data Criagdo Data Publicacdo
Manual de Controles Internos (Compliance) FEV/2021 18/12/2025

Abrangéncia
Limitada as gestoras do Grupo Guardian.

de forma escrita, com prazo de resposta de até 15 (quinze) dias, podendo ser este
prazo prorrogavel quando for necessario, a critério do Diretor de Compliance.

Além da supervisdo baseada em risco, a Gestora adota os seguintes procedimentos
permanentes de controle e vigilancia, visando minimizar o risco de ocorréncia de
lavagem de dinheiro nas diversas operacodes financeiras sob sua responsabilidade, a
saber:

(i) Analise, pela area de Compliance, das movimentagoes financeiras que possam
indicar a existéncia de crime, em razdo de suas caracteristicas, valores,
formas de realizacdao e instrumentos utilizados, ou que ndo apresentem
fundamento econdémico ou legal;

(i) Evitar realizar qualquer operagdo comercial ou financeira por conta de
terceiros, a ndo ser que seja transparente, justificada e sdlida, além de
viabilizada ou executada através de canais bancarios;

(iii) Evitar operagcdes com pessoas ou entidades que ndao possam comprovar a
origem do dinheiro envolvido;

(iv) Evitar operagdes financeiras internacionais complexas, que envolvam muitas
movimentagdes de dinheiro em paises diferentes e/ou entre bancos
diferentes;

(v) Avaliacdo das politicas e praticas de prevengdo e combate a lavagem de
dinheiro adotada por terceiros/parceiros da Gestora, quando aplicaveis;

(vi)  Comunicacdo ao Conselho de Controle de Atividades Financeiras ("COAF") e a
CVM, no prazo legal, de situagdes, propostas e/ou operacdes consideradas
suspeitas ou atipicas que possam constituir-se em sérios indicios de lavagem
de dinheiro ou financiamento ao terrorismo, assim como da inexisténcia de
tais operacdes e/ou situacdes, a menos que ndo seja objetivamente permitido
fazé-lo;

(vii) Comunicagdo ao COAF e a CVM de operagbes em espécie, ou cujo montante
atinja os patamares fixados pelos reguladores

(viii) Revisdo periédica dos procedimentos e controles de prevencdao e combate a
lavagem de dinheiro e de controles internos;

(ix)  Adocdo de procedimento de especial atencao a PPE, conforme definido abaixo;

(x) Ter adequado conhecimento dos Colaboradores e fazé-los conhecer politicas
e normativos aderentes aos 6rgdos reguladores;
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(xi) Aplicacdo de procedimentos de verificagdo das informacdes cadastrais
proporcionais ao risco de utilizagdo dos produtos, servigos e canais de distribuicao
para a lavagem de dinheiro e financiamento do terrorismo;

(xii)  Classificagdo dos fundos de investimento ativos geridos pela Gestora por grau
de risco, classificando os, no minimo, em baixo, médio e alto nivel;

(xiii) Comunicacdo ao COAF de todas as situacdes e operacdes detectadas ou
propostas de operagdes que possam constituir-se em sérios indicio de lavagem de
dinheiro ou financiamento ao terrorismo, assim como da inexisténcia de tais
operacgOes e/ou situacles; e

(xiv) Monitoramento e cumprimento das sangdes impostas por resolucdes do CSNU,
imediatamente e sem aviso prévio aos destinatarios, seguindo os procedimentos
previstos no artigo 27 da Resolugao CVM 50.

A Gestora adota procedimentos que permitem o monitoramento das faixas de pregos
das cotas de fundos geridos, de modo que eventuais operagdes efetuadas fora dos
padrdes praticados no mercado, de acordo com as caracteristicas do negocio, sejam
identificadas, e se for o caso, comunicados aos 6rgaos competentes.

8.1.1. Diretrizes do Programa de KYC

O processo de aceitacdo, aprovacao, e classificacdo em graus de riscos dos Clientes,
bem como o monitoramento de transagbes, devem ser compativeis com o perfil
determinado para cada cliente. Além disso, deve se levar em consideracdo o risco de
utilizacdo dos produtos e servicos oferecidos pela Gestora. Assim, a fim de se adaptar
a legislacdo e regulamentacdo vigente, a Gestora desenvolveu o seguinte conjunto
de regras e procedimentos:

(i) Sempre que possivel, conhecer pessoalmente o cliente, caso ndo for possivel,
conhecer o cliente por meio de informacdes e documentos confidveis, de fonte
independente;

(i) Realizar visitas periddicas ao cliente em sua empresa ou residéncia, sempre
que a Gestora julgar necessario, caso existam indicios de ma conduta ou

descumprimento ao presente Manual de Compliance;

(iii)  Verificar informacg0es sobre o cliente disponiveis em jornais e na internet, se
for o caso;
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(iv)  Conhecer a fonte de renda e a origem do patrimonio do cliente, bem como o
pais onde a renda é auferida, a profissdo e atividades exercidas para
comprovacgao da renda ou faturamento;

(v) Avaliar se a finalidade da conta e o nivel de atividade proposto estdo de acordo
com o perfil financeiro geral do cliente;

(vi)  Conhecer a origem e destino dos recursos movimentados pelo cliente e a fonte
de renda;

(vii) No caso de PPE, conhecer o cargo atual ou anteriormente exercido e sua
duracgao;

(viii) Conhecer o nivel de acesso da PPE a fundos estatais;

(ix)  Avaliar a transparéncia e a complexidade da estrutura e da posse da conta de
cada cliente;

(x) Avaliar se a finalidade da conta e o nivel de atividade estdo de acordo com o
perfil do cliente;

(xi) Se o cliente for pessoa juridica, condicionar o inicio do relacionamento
comercial a apresentacao de informagdes sobre as pessoas naturais que se
caracterizam como beneficidrios finais de forma satisfatéria, a critério da
Gestora, bem como de seus controladores indiretos e sempre levando em
conta o disposto na regulamentagdo aplicavel;

(xii) Se o cliente for estrangeiro, conhecer o regime politico e socioeconémico do
pais de origem, seu nivel de corrupgao, controle de drogas, se constituidos
sob a forma de trusts e sociedades com titulos ao portador. Contribuem para
elevar o risco dos investidores ndo residentes: 1. Dificuldade na identificacdo
do préprio investidor e da origem dos recursos, de acordo com a estrutura
utilizada; 2. Dificuldade de visita in loco; 3. Utilizacdo de estruturas que
envolvam jurisdigdes diversas que impossibilitem ou dificultem o acesso a
informacoes;

(xiii) Se o cliente estrangeiro for constituido sob a forma de trust ou veiculo
assemelhado, serao envidados e evidenciados esforgos para identificar: 1.
Pessoa que instituiu o trust ou veiculo assemelhado (settlor); 2. O supervisor
do veiculo de investimento, se houver (protector); 3. O administrador ou
gestor do veiculo de investimento (curador ou trustee); e 4. O beneficiario do
trust, seja uma ou mais pessoas naturais ou juridicas.
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(xiv) Possibilidade de veto a relacionamentos devido ao risco envolvido,
considerando aquilo que foi exposto nas alineas anteriores; e

(xv) Identificacdo, analise, decisdo e reporte das situagoes atipicas.

As informacdes obtidas como resultado das diligéncias representadas nos itens
anteriores, bem como informacdes relevantes, deverdao ser documentadas em
formularios ou registros eletronicos adequados, e serdo mantidos em arquivo por
pelo menos 5 (cinco) anos apds o fim de cada relacionamento comercial.

Realizados os procedimentos previstos neste Manual de Compliance sera atribuida
classificacdo de risco para o cliente segmentada por grau entre (i) baixo; (ii) médio;
e (iii) alto.

Nos termos da Resolugdao CVM 50, o cadastro dos Clientes da Gestora deve abranger,
no minimo, as informacdes e documentos indicados abaixo:

(i) Pessoa fisica: : nome completo, data de nascimento, naturalidade,
nacionalidade, estado civil,b nome da mae, nimero do documento de
identificacdo e 6rgao expedidor, niumero de inscricdo no Cadastro de Pessoas
Fisicas (“"CPF”), nome e respectivo numero do CPF do cOnjuge ou
companheiro, se for caso, endereco completo (logradouro, complemento,
bairro, cidade, unidade da federagcao e CEP), nUmero de telefone, enderego
eletronico para correspondéncia, ocupagao profissional, nome da entidade
para qual trabalha com a respectiva inscricdo no Cadastro Nacional de Pessoas
Juridicas ("CNPJ"), informacGes atualizadas sobre os rendimentos e a situagao
patrimonial, informacdo sobre o perfil do cliente, conforme regulamentacao
especifica, se cliente opera por conta de terceiros (no caso de carteiras
administradas), se o cliente autoriza ou ndo a transmissdao de ordem por
procurador (nesse caso, sera necessario o endereco completo dos
procuradores, bem como o registro se eles sao considerados PPE), qualificacao
dos procuradores e descricdo dos seus poderes, datas das atualizacdes do
cadastro e assinatura do cliente. Além disso, é necessario cépia dos seguintes
documentos: documento de identidade e comprovante de residéncia ou
domicilio; e, caso o cliente atue por meio de procurador, copias da procuracéo
e documento de identidade do procurador (com CPF).

(i) Pessoa juridica: : denominagdo ou nome empresarial, nomes e CPF dos
controladores diretos ou nome empresarial e inscricao no CNPJ] dos
controladores diretos com a indicagdao se eles sao PPE, nome e CPF dos
administradores, se for o caso, nome e CPF dos procuradores, inscricdo no
CNPJ, enderego completo (logradouro, complemento, bairro, cidade, unidade
da federacdo e CEP), numero de telefone, endereco eletronico para
correspondéncias, informagoes atualizadas sobre o faturamento médio mensal
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dos ultimos 12 (doze) meses e a respectiva situagdo patrimonial, informagoes
sobre o perfil do cliente, conforme regulamentacdo especifica, se o cliente
opera por conta de terceiros (no caso de carteiras administradas), se o cliente
autoriza ou nao a transmissao de ordens por representante ou procurador,
qualificacdo dos representantes ou procuradores e a descricdo dos seus
poderes, datas das atualizagdes do cadastro e assinatura do cliente. Também
serdo necessarias coOpias dos seguintes documentos: cartdo do CNPJ,
documento de constituicdo da pessoa juridica devidamente atualizado e
registrado no o6rgdao competente, e atos societarios que indiquem os
administradores da pessoa juridica, se for o caso; e, caso o cliente atue por
meio de procurador, copias da procuracao e documento de identidade do
procurador (com CPF).

Em todos os casos, o cadastro dos Clientes devera observar aquilo disposto no Anexo
B da Resolugdo CVM 50. Ainda, a Gestora adotard procedimentos para identificacdo
da pessoa natural caracterizada como beneficiario final, nos termos da legislacao e
regulamentagao vigentes.

As alteracOes ao endereco constante do cadastro dependem de ordem do Cliente,
escrita ou por meio eletrénico, e comprovante do correspondente endereco.

Do cadastro deve constar declaracdo, datada e assinada pelo Cliente ou, se for o
caso, por procurador legalmente constituido, de que (conforme aplicavel):

(i) sao verdadeiras as informacgdes fornecidas para o preenchimento do cadastro;

(i) o0 Cliente se compromete a informar, no prazo de 10 (dez) dias, quaisquer
alteragdes que vierem a ocorrer nos seus dados cadastrais, inclusive eventual
revogacao de mandato, caso exista procurador;

(iii) o Cliente é pessoa vinculada ao intermediario, se for o caso;
(iv) o Cliente ndo esta impedido de operar no mercado de valores mobiliarios;

(v) suas ordens devem ser transmitidas por escrito, por sistemas eletronicos de
conexdes automatizadas ou telefone e outros sistemas de transmissao de voz;
e

(vi) o Cliente autoriza os intermedidrios, caso existam débitos pendentes em seu
nome, a liquidar os contratos, direitos e ativos adquiridos por sua conta e
ordem, bem como a executar bens e direitos dados em garantia de suas
operagdes ou que estejam em poder do intermediario, aplicando o produto da
venda no pagamento dos débitos pendentes, independentemente de
notificacao judicial ou extrajudicial.
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A critério exclusivo da Gestora, nos casos em que entender necessario, poderdao ser
requeridas, adicionalmente a documentacao e informacdes previstas acima, visitas
due diligence na residéncia, local de trabalho ou instalagdes comerciais do Cliente.

Apds a analise e verificacdo, pela area de compliance, dos documentos e informacdes
fornecidos pelo Cliente, o Diretor de Compliance decidird pela aprovacdo ou recusa
do cadastro do Cliente. O fornecimento da totalidade dos documentos e informacdes
solicitados ndo € garantia da aprovacdo do cadastro do Cliente, podendo a Gestora
recusar o cadastramento de Clientes a seu exclusivo critério.

O cadastro de cada cliente ativo (assim entendido aquele que tenha efetuado
movimentagdes ou apresente saldo no periodo de 24 (vinte e quatro) meses
posteriores a ultima atualizagdo), deve ser atualizado em intervalos ndo superiores
a 24 (vinte e quatro) meses.

O processo de atualizagdo deve ser evidenciado por meio de fichas cadastrais e/ou
cartas assinadas pelos Clientes, logs de sistemas, gravagoes telefonicas, entre outros
comprovantes de confirmacdao de dados. Nenhuma operagao deve ser realizada para
a carteira de Clientes cujo cadastro esteja incompleto.

Quaisquer duvidas relativas a cadastro e suas atualizagdes devem ser submetidas ao
Diretor de Compliance.

8.2. Procedimentos relacionados as contrapartes

A Gestora é responsavel por tomar todas as medidas necessarias, segundo a
legislagdo e regulamentacgdo aplicavel, incluindo, mas ndo limitado a, Lei 9.613/98,
Resolugdao CVM 50 e Oficio-Circular n® 5/2015/SIN/CVM, as regras de cadastro, know
your client - KYC (“conhega seu cliente”), know your employee - KYE (“conhecga seu
funcionario”) e know your partner - KYP (“conhega seu parceiro”) presentes neste
Manual de Compliance e as melhores praticas adotadas pelas entidades
autorreguladoras do mercado, para estabelecer e documentar a verdadeira e
completa identidade, situagdo financeira e o histérico de cada contraparte nas
operagOes realizadas pelos fundos de investimento.

Nesse sentido, além dos Clientes de suas carteiras, a Gestora busca analisar e
monitorar, para fins de cumprimento as normas de prevengao a lavagem de dinheiro,
as contrapartes com quem venha negociar os ativos que pretende adquirir, visando
uma eficaz prevencao de quaisquer atividades inidoneas em seus ativos sob gestao.
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8.3. Pessoas politicamente expostas

Os procedimentos para a identificacdo e negociagcdo com pessoas consideradas
politicamente expostas ("PPE"”) sdo tratados na Resolucdo CVM n© 50 e na Lei
n% 9.613/98, e alteragdes posteriores, e demais normas editadas pelo BACEN,
Conselho Monetario Nacional e GAFI/FATF.

O Anexo A da Resolugcdao CVM 50 dista aqueles individuos que sdao considerados PPE,
sendo possivel genericamente designa-los como aqueles que “desempenham ou
tenham desempenhado, nos Ultimos 5 (cinco) anos, cargos, empregos ou fungoes
publicas relevantes, no Brasil ou em outros paises, territérios e dependéncias
estrangeiros, assim como seus representantes, familiares e outras pessoas de seu
relacionamento préximo”.

Incluem-se os ocupantes de cargo, emprego ou fungdo publica relevante exercido
por chefes de estado e de governo, politicos de alto nivel, altos servidores dos
poderes publicos, magistrados ou militares de alto nivel, dirigentes de empresas
publicas ou dirigentes de partidos politicos. Também se recomenda a fiscalizagdo de
familiares da PPE, seus parentes, na linha direta, até o primeiro grau, assim como o
conjuge, companheiro, enteados e colaboradores proximos.

A Circular do BACEN n° 3.978, de 23 de janeiro de 2020, e alteragdes posteriores,
dispde sobre os procedimentos a serem observados pelos agentes financeiros para o
estabelecimento de relacdo de negdcios e acompanhamento das movimentacdes
financeiras de PPE, os quais devem ser estruturados de forma a possibilitar a
caracterizacdo de pessoas consideradas PPE e identificar a origem dos fundos
envolvidos nas transacdes dos Clientes assim identificados.

Recomenda-se aos sujeitos obrigados a especial, reforcada e continua atencdo no
exame e cumprimento das medidas preventivas, sobretudo no que se refere as
relagGes juridicas mantidas com PPE, nos seguintes termos:

0] Supervisdo de maneira mais rigorosa a relacao de negocio mantido com PPE;

(i) Dedicagdo de especial atengdo a propostas de inicio de relacionamento e a
operacdes executadas com PPE, inclusive as oriundas de paises com os quais
o Brasil possua elevado nimero de transagbes financeiras e comerciais,
fronteiras comuns ou proximidade étnica, linguistica ou politica;

(iii) Manutencao de regras, procedimentos e controles internos para identificacao
de Clientes que se tornaram apds o inicio do relacionamento com a instituicdo
ou que seja constatado que ja eram PPE no inicio do relacionamento com a
instituicdo e aplicar o mesmo tratamento dos itens acima; e
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(iv)  Manutencdo de regras, procedimentos e controles internos para identificacdo
da origem dos recursos envolvidos nas transacdes dos Clientes e dos
beneficiarios identificados como PPE.

8.4. Comunicacoes

Se algum Colaborador perceber ou suspeitar da pratica de atos relacionados a
lavagem de dinheiro ou outras atividades ilegais por parte de qualquer Cliente, este
devera imediatamente reportar suas suspeitas ao Diretor de Compliance, que devera,
entdo, instituir investigacdes adicionais, para determinar se as autoridades
relevantes devem ser informadas sobre as atividades em questdo. Entre outras
possibilidades, uma atividade pode ser considerada suspeita se:

() operagles cujos valores se afigurem objetivamente incompativeis com a
ocupacao profissional, os rendimentos e/ou a situacdao patrimonial ou
financeira de qualquer das partes envolvidas, tomando-se por base as
informacOes cadastrais respectivas;

(i) operacoes realizadas entre as mesmas partes ou em beneficio das mesmas
partes, nas quais haja seguidos ganhos ou perdas no que se refere a algum
dos envolvidos;

(iii)  operagdes que evidenciem oscilacao significativa em relagdo ao volume e/ou
frequéncia de negdcios de qualquer das partes envolvidas;

(iv)  operagdes cujos desdobramentos contemplem caracteristicas que possam
constituir artificio para burla da identificagdo dos efetivos envolvidos e/ou
beneficidrios respectivos;

(v) operagoes cujas caracteristicas e/ou desdobramentos evidenciem atuacéo, de
forma contumaz, em nome de terceiros;

(vi) operacdes que evidenciem mudanca repentina e objetivamente injustificada
relativamente as modalidades operacionais usualmente utilizadas pelo(s)
envolvido(s);

(vii) operagdes realizadas com finalidade de gerar perda ou ganho para as quais
falte, objetivamente, fundamento econémico;

(viii) operagdes com a participagdo de pessoas naturais residentes ou entidades
constituidas em paises que ndo aplicam ou aplicam insuficientemente as
recomendacgdes do Grupo de Agao Financeira contra a Lavagem de Dinheiro e
o Financiamento do Terrorismo - GAFI;
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(ix)  operacoes liquidadas em espécie, se e quando permitido;

(x) transferéncias privadas, sem motivacao aparente, de recursos e de valores
mobiliarios;

(xi)  operacgoes cujo grau de complexidade e risco se afigurem incompativeis com
a qualificacdo técnica do Cliente ou de seu representante;

(xii) depdsitos ou transferéncias realizadas por terceiros, para a liquidacdo de
operacdes de Cliente, ou para prestacdao de garantia em operagdes nos
mercados de liquidacao futura;

(xiii) pagamentos a terceiros, sob qualquer forma, por conta de liquidacdo de
operacdes ou resgates de valores depositados em garantia, registrados em
nome do Cliente;

(xiv) situagdes em que ndo seja possivel manter atualizadas as informagdes
cadastrais de seus Clientes;

(xv) situacdes e operacdes em que nao seja possivel identificar o beneficiario final;
e

(xvi) situacbes em que as diligéncias para identificacdo de pessoas politicamente
expostas ndo possam ser concluidas.

A Gestora, quando aplicavel, devera dispensar especial atengdo as operagdes em que
participem as seguintes categorias de Clientes

(i) Clientes nao-residentes, especialmente quando constituidos sob a forma de
trusts e sociedades com titulos ao portador;

(i) Clientes com grandes fortunas geridas por areas de instituicdes financeiras
voltadas para Clientes com este perfil (private banking); e

(iii) pessoas politicamente expostas.

A Gestora deverd analisar as operagdées em conjunto com outras operagdes conexas
e que possam fazer parte de um mesmo grupo de operagdes ou guardar qualquer
tipo de relagao entre si.

Os Colaboradores ndao devem divulgar suas suspeitas ou descobertas em relagao a

qualquer atividade, para pessoas que ndo sejam o Diretor de Compliance. Qualquer
contato entre a Gestora e a autoridade relevante sobre atividades suspeitas deve ser
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feita somente pelo Diretor de Compliance. Os Colaboradores devem cooperar com o
Diretor de Compliance durante a investigacao de quaisquer atividades suspeitas.

A gestora comunicard imediatamente ao COAF todas as situagbes e operagoes
detectadas ou propostas de operagdes que possam constituir-se em sérios indicios
de lavagem de dinheiro ou financiamento ao terrorismo, sem qualquer tipo de prévia
comunicagao aos Clientes. Ainda, caso ndo existam operacgdes que possam constituir-
se em sérios indicios de lavagem de dinheiro ou financiamento ao terrorismo, a
Gestora realizard a comunicagcdo negativa ao COAF até o ultimo dia de janeiro de
cada ano a ndo ocorréncia dessas, em relagdo ao ano civil anterior.

Consideram-se operacgdes relacionadas com terrorismo ou seu financiamento aquelas
executadas por pessoas que praticam ou planejam praticar atos terroristas, que neles
participam ou facilitam sua pratica, bem como por entidades pertencentes ou
controladas, direta ou indiretamente, por tais pessoas e as pessoas ou entidades que
atuem sob seu comando.

9. ENVIO DE INFORMACOES AS AUTORIDADES GOVERNAMENTAIS

As leis e regulamentacgdes brasileiras exigem que o gestor de investimentos entregue
informagdes periddicas e/ou informagdes eventuais relacionadas a sua atividade de
gestdo de ativos nos mercados de capitais do Brasil. Algumas destas informagoes
serdo apresentadas a CVM ou ANBIMA e outros serdo apresentados as companhias
em que os fundos de investimento (ou outro veiculo de investimento) investem ou
aos cotistas desses fundos de investimento.

Estas informagdes incluem, sem limitacdo, (i) as comunicacOes previstas na
Resolucdo CVM 44, sobre posicdes detidas nas companhias que integram as carteiras
dos veiculos de investimento, nos termos ali especificados; (ii) atualizagdo anual do
formulario de referéncia, conforme exigido pelo artigo 17 da Resolugdo CVM 21, o
gual contém, sem limitagao, informacdes sobre os fundos geridos, valores sob gestao
e tipos de investidores; (iii) revisdo periédica de seus manuais, cédigos e politicas,
os quais devem ser disponibilizados no website da Gestora; e (iv) informagdes
exigidas pela legislacdo e regulamentacdo que trata da prevencdo a lavagem de
dinheiro.

O Anexo IV contém uma lista ndo exaustiva das informacdes periddicas exigidas pela

legislagdo e pela regulamentagdao da CVM e ANBIMA na data deste Manual de
Compliance.
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10. PROCEDIMENTOS OPERACIONAIS

A Gestora atua em conformidade com os padrdes e valores éticos elevados,
principalmente observando e respeitando as normas expedidas pelos 6rgdos
reguladores e suas Politicas Internas. Na conducdo de suas operagodes, a Gestora
devera:

() observar o principio da probidade na condugdo de suas atividades;
(i) prezar pela capacitagdo para o desempenho das atividades;

(iii) agir com diligéncia no cumprimento das ordens, observado o critério de
divisdo das ordens (quando for o caso);

(iv) obter e apresentar aos seus Clientes informagdes necessdrias para o
cumprimento das ordens;

(v) adotar providéncias para evitar a realizacdo de operagdes em situagdo de
conflito de interesses, assegurando tratamento equitativo a seus Clientes; e

(vi) manter, sempre, os documentos comprobatérios das operagbes disponiveis,
tanto para os orgdos fiscalizadores, como para os investidores, pelos prazos
legais.

10.1. Registro de operacoes

As operagOes serdo registradas nos sistemas dos administradores fiduciarios dos
fundos de investimento cujas carteiras sejam geridas pela Gestora e serao arquivadas
pela Gestora com o intuito de controlar e conferir as carteiras disponibilizadas por
estes administradores.

10.2. Liquidacdo das Operagoes

As operacoes serdo liquidadas pelos proprios fundos de investimentos, obedecidos os
critérios estabelecidos pelos administradores fiduciarios e instituicGes financeiras
onde as operagOes foram realizadas.

11. PLANO DE CONTINUIDADE DO NEGOCIO

Na execugdo de suas atividades, a Gestora estd sujeita a riscos relacionados a
ocorréncia de eventos que possam comprometer, dificultar ou mesmo impedir a
continuidade das operacGes da Gestora, tais como catastrofes naturais, ataques
cibernéticos, sabotagens, roubos, vandalismos e problemas estruturais.
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Este plano de continuidade do negoécio busca descrever os procedimentos,
estratégias, acdes e infraestrutura empregados pela Gestora para garantir a
continuidade das suas atividades em situagGes de contingéncia.

O responsavel pelo cumprimento do plano de continuidade do negdcio e pela ativacao
do plano de contingéncia é o Diretor de Compliance.

11.1. Estrutura e procedimentos de contingéncia

A Gestora garantira a continuidade de suas operacdes no caso de um desastre ou
gualquer outra interrupgao drastica dos negdcios.

Os servidores da Gestora podem ser acessados de forma virtual via cloud, de forma
que todas as informagdes podem ser acessadas remotamente de qualquer lugar com
acesso a internet.

Em caso de emergéncia na sede da Gestora que impossibilite o seu uso, os
Colaboradores trabalhardo remotamente, a partir de seu ambiente residencial ou
lugar a ser definido na oportunidade pelos Diretores de Compliance e de Gestdo.

Além disso, a Diretoria de Compliance estabelecera um controle das atividades de
maior criticidade para o negocio, de modo a proporcionar meios substitutivos, caso
aplicavel, em situacdes de interrupgao total ou critica.

11.2. Plano de contingéncia

O plano de contingéncia sera acionado toda vez que, por qualguer motivo, o acesso
as dependéncias da Gestora fique inviabilizado.

Nesses casos, os Diretores de Compliance e de Gestdao, de comum acordo, devem
determinar a aplicacdo dos procedimentos de contingéncia, autorizando os
Colaboradores a trabalharem remotamente, no ambiente residencial do Colaborador,
ou em lugar a ser definido na oportunidade pelos Diretores de Compliance e de
Gestdo, o qual possua conexdo propria e segura. Os Colaboradores terdo acesso a
todos os dados e informagdes necessarias por meio do servidor na nuvem, de modo
a manterem o regular exercicio de suas atividades.

ApOs a normalizacdo do acesso a Gestora, os Colaboradores deverdo apresentar ao
Diretor de Compliance relatério de atividades executadas durante o periodo de
contingéncia.
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11.3. Atualizagao do plano de continuidade do negodcio

Os procedimentos, estratégias e acdes constantes do plano de continuidade do
negocio serdo testados e validados, no minimo, a cada 12 (doze) meses, ou em prazo
inferior, se exigido pela regulamentagdao em vigor.

12. SEGURANCA CIBERNETICA

A Gestora adota mecanismos de seguranca cibernética com a finalidade de assegurar
a confidencialidade, a integridade e a disponibilidade dos dados e dos sistemas de
informacdo utilizados.

O responsavel pelo cumprimento das regras e procedimentos de segurancga
cibernética é o Diretor de Compliance.

12.1. Avaliagao dos riscos

No exercicio das suas atividades, a Gestora podera estar sujeita a riscos cibernéticos
que ameacem a confidencialidade, a integridade e a disponibilidade dos dados e dos
sistemas de informacao utilizados. Entre os riscos mais comuns, estdo:

i) Malwares: softwares desenvolvidos para corromper computadores e redes:

a. Virus: software que causa danos a maquina, rede, outros softwares e
bancos de dados;

b. Cavalo de Troia: aparece dentro de outro software e cria uma porta
para a invasao do computador;

c. Spyware: software malicioso para coletar e monitorar o uso de
informacoes; e

d. Ransomware: software malicioso que bloqueia o acesso a sistemas e
bases de dados, solicitando um resgate para que o0 acesso seja
reestabelecido.

ii) Engenharia social: métodos de manipulacdo para obter informagoes
confidenciais, como senhas, dados pessoas e nimero de cartdo de crédito:

a. Pharming: direciona o usudrio para um site fraudulento, sem o seu
conhecimento;

b. Phishing: links transmitidos por e-mails, simulando se ruma pessoa ou
empresa confiavel que envia comunicacdo eletronica oficial para obter
informagdes confidenciais;

c. Vishing: simula ser uma pessoa ou empresa confidvel e, por meio de
ligagOes telefdnicas, tenta obter informagdes confidenciais;
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d. Smishing: simula ser uma pessoa ou empresa confiavel e, por meio de
mensagens de texto, tenta obter informagdes confidenciais; e

e. Acesso pessoal: pessoas localizadas em lugares publicos como bares,
cafés e restaurantes que captam qualquer tipo de informagdao que
possa ser utilizada posteriormente para um ataque.

iii) Ataques de DDoS (distributed denial of services) e botnets: ataques visando
negar ou atrasar o acesso aos servicos ou sistemas da instituicdo; no caso
dos botnets, o ataque vem de um grande nimero de computadores infectados
utilizados para criar e mandar spam ou virus, ou inundar uma rede com
mensagens resultando na negacao de servigos; e

iv) Invasbes (advanced persistent threats): ataques realizados por invasores
sofisticados, utilizando conhecimentos e ferramentas para detectar e explorar
fragilidades especificas em um ambiente tecnolégico.

12.2. Acgodes de prevencao e protecao

Com a finalidade de mitigar os riscos cibernéticos e proteger seus sistemas,
informacdes, base de dados, equipamentos e o andamento dos seus negdcios, a
Gestora adota as seguintes medidas de prevencao e protecgao:

i) Controle de acesso adequado aos ativos da Gestora, por meio de
procedimentos de identificagdo, autenticacdo e autorizacdo dos usuarios;

i) Estabelecimento de regras minimas (complexidade, periodicidade e
autenticacdo de multiplos fatores) na definicdo de senhas de acesso a
dispositivos corporativos, sistemas e rede em funcdo da relevancia do
ativo acessado.;

iii) Limitacdo do acesso de cada Colaborador a apenas recursos relevantes
para o desempenho das suas atividades e restricdo do acesso fisico as
areas com informacoes criticas/sensiveis;

iv) Rotinas de backup;
V) Criacao de logs e trilhas de auditoria sempre que permitido pelos sistemas;
Vi) Realizacdo de diligéncia na contratacdo de servicos de terceiros, prezando,

sempre que necessario, pela celebracdo de acordo de confidencialidade e
exigéncia de controles de seguranga na prépria estrutura dos Terceiros;

vii) Implementagao de recursos anti-malware em estagoes e servidores de
rede, como antivirus e firewalls pessoais;
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viii)  Restricdo a instalacdo e execucdo de softwares e aplicacdes ndo
autorizadas por meio de controles de execucao de processos (por
exemplo, aplicacdo de whitelisting);

iX) A gestora conta com profissional terceiro contratado para prestar servigos
relacionados a seguranga cibernética, bem como faz uso do sistema anti-
virus, McAfee Total Protection. Identificacdo dos dados de maior criticidade,
com mapeamento do seu ciclo de vida e adocdo de suas medidas
protetivas respectivas.

12.3. Monitoramento

A Gestora possui mecanismos de monitoramento das acb0es de protegao
implementadas, para garantir seu bom funcionamento e efetividade.

Nesse sentido, a Gestora mantém inventarios atualizados de hardware e software,
bem como realiza verificagbes periddicas, no intuito de identificar elementos
estranhos a Gestora, como computadores ndo autorizados ou softwares nao
licenciados.

Além disso, a Gestora mantém os sistemas operacionais e softwares de aplicagdo
sempre atualizados, instalando as atualizacdes sempre que forem disponibilizadas.
As rotinas de backup s3ao monitoradas frequentemente, com a execucdo de testes
regulares de restauracao dos dados.

Sao realizados, periodicamente, testes de invasdao externa e phishing, bem como
analises de vulnerabilidades na estrutura tecnoldgica, sempre que houver mudanga
significativa em tal estrutura.

Ainda, a Gestora analisa regularmente os logs e as trilhas de auditoria criados, de
forma a permitir a rapida identificacdo de ataques, sejam internos ou externos.

12.4. Plano de resposta

Caso seja identificado um potencial incidente relacionado a segurancga cibernética, o
Diretor de Compliance devera ser imediatamente comunicado.

Num primeiro momento, o Diretor de Compliance se reunird com os demais diretores
da Gestora para compreender o evento ocorrido, os motivos e consequéncias
imediatas, bem como a gravidade da situacao.

Caso os diretores avaliem que o incidente ocorrido pode gerar danos iminentes a
Gestora, serao tomadas, em conjunto com os assessores de tecnologia da informagao
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da Gestora, as medidas imediatas de ciberseguranca cabiveis, que podem incluir a
redundancia de TI, redirecionamento das linhas de telefone para os celulares,
instrucdo do provedor de telefonia para que desvie linhas de dados e e-mails, entre
outros.

Na hipétese de o incidente comprometer, dificultar ou mesmo impedir a continuidade
das operacOes da Gestora, serdao observados os procedimentos previstos no plano de
continuidade do negdcio, descrito no item 12 acima.

Além disso, os diretores avaliardo a pertinéncia da adogdo de medidas como (i)
registro de boletim de ocorréncia ou queixa crime; (ii) comunicacdo do incidente aos
orgdos regulatérios e autorregulatérios; (iii) consulta com advogado para avaliagao
dos riscos juridicos e medidas judiciais cabiveis para assegurar os direitos da Gestora.

12.5. Reciclagem e revisao

A Gestora mantera o programa de seguranca cibernética continuamente atualizado,
identificando novos riscos, ativos e processos e reavaliando os riscos residuais.

O Diretor de Compliance, responsavel pela implementagdo dos procedimentos de
seguranca cibernética, realizard a revisdo e atualizacdo deste plano de seguranga
cibernética a cada 24 (vinte e quatro) meses, ou em prazo inferior sempre que algum
fato relevante ou evento motive sua revisao antecipada, conforme analise e decisao
do Diretor de Compliance.
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ANEXO I - Modelo de Relatdrio Anual de Compliance e Risco

Sao Paulo, de janeiro de
Aos Diretores,

Versdo
05

Data Publicagao
18/12/2025

Ref.: Relatério Anual de Compliance

Prezados,

Em vista do processo de reciclagem anual das regras, politicas, procedimentos e
controles internos a GUARDIAN GESTORA LTDA. e a GUARDIAN CREDITO
LTDA., as quais fazem parte do mesmo grupo econ6mico, (ambas oras definidas
como “Gestora”), nos termos do Manual de Controles Internos (compliance) da
Gestora (“Manual de Compliance”), e do Artigo 25 da Resolugdo CVM n© 21, de 25
de fevereiros de 2021 da Comissdao de Valores Mobilidrios (“Resolucdo CVM 21"), e

na qualidade de diretor responsavel pela implementacdo, acompanhamento e
fiscalizacao das regras, politicas, procedimentos e controles internos constantes do
Manual de Compliance e da Resolugdao CVM 21 (“Diretor de Compliance”), informo o
quanto segue a respeito do periodo compreendido entre 1° de janeiro e 31 de

dezembro de 20 .

Por favor, encontrem abaixo: (i) a conclusdo dos exames efetuados;

(i) as

recomendacbes a respeito de deficiéncias e cronogramas de saneamento; e
(iii) minha manifestacdo, na qualidade de responsavel por ajustar a exposicao a risco
das carteiras da Gestora, assim como pelo efetivo cumprimento da “Politica de Gestdo
de Riscos” da Gestora, a respeito das verificagdes anteriores e das medidas
planejadas, de acordo com o cronograma especifico, ou efetivamente adotadas para

sana-las.

I. Conclusao dos exames efetuados:

II. Recomendacdes e cronogramas de saneamento:
III. Manifestacdao sobre verificacdes anteriores:

Fico a disposicdo para eventuais esclarecimentos que se fizerem necessarios.

Diretor de Compliance e Risco

37



Politica Institucional

Area Gestora Cédigo Vers&o
Compliance e Gestdo de Riscos 05

Assunto Data Criagdo Data Publicagdo
Manual de Controles Internos (Compliance) FEV/2021 18/12/2025

Abrangéncia
Limitada as gestoras do Grupo Guardian.

ANEXO II - Termo de Adesao

B, e e , portador da Cédula de
Identidade N0 ....ocviiiiiiiii e e/ou Carteira de Trabalho e Previdéncia
Social n® .........c..eel. SErie ..ovvvvvenenn. , declaro para os devidos fins que:

1. Estou ciente da existéncia do “Manual de Controles Internos (compliance)” da

GUARDIAN GESTORA LTDA. e da GUARDIAN CREDITO LTDA., as quais fazem
parte do mesmo grupo econdmico, (“Manual de Compliance” e “Gestora”,
respectivamente) e de todas as politicas internas da Gestora, inclusive o “"Cédigo de
Etica”, a “Politica de Investimento Pessoal” e a “Politica de Gestdo de Risco” (“Politicas
Internas”), que recebi, li e tenho em meu poder.

2. Tenho ciéncia do inteiro teor do Manual de Compliance e das Politicas
Internas, com os quais declaro estar de acordo, passando este a fazer parte de
minhas obrigacdes como Colaborador (conforme definido no Manual de Compliance),
acrescentando as normas previstas no Contrato Individual de Trabalho, se aplicavel,
e as demais normas de comportamento estabelecidas pela Gestora, e comprometo-
me a comunicar, imediatamente, aos diretores da Gestora qualquer quebra de
conduta ética das regras e procedimentos, que venha a ser de meu conhecimento,
seja diretamente ou por terceiros.

3. Tenho ciéncia e comprometo-me a observar integralmente os termos da
politica de confidencialidade estabelecida no Manual de Compliance da Gestora, sob
pena da aplicacdo das sancGes cabiveis, nos termos do item 4 abaixo.

4, O ndo-cumprimento do Cddigo de Etica e/ou das Politicas Internas, a partir
desta data, implica na caracterizacdo de falta grave, podendo ser passivel da
aplicacdo das sangdes cabiveis, inclusive demissdo por justa causa, se aplicavel. Ndo
obstante, obrigo-me a ressarcir qualquer dano e/ou prejuizo sofridos pela Gestora
e/ou os respectivos socios e diretores, oriundos do ndo-cumprimento do Manual de
Compliance e/ou das Politicas Internas, sujeitando-me a responsabilizagdo nas
esferas civil e criminal.

5. Participei do processo de integracao e treinamento inicial da Gestora, onde
tive conhecimento dos principios e das normas aplicadveis as minhas atividades e da
Gestora, notadamente aquelas relativas a segregagdo de atividades, e tive
oportunidade de esclarecer duvidas relacionadas a tais principios e normas, de modo
que as compreendi e me comprometo a observa-las no desempenho das minhas
atividades, bem como a participar assiduamente do programa de treinamento
continuado.
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6. As normas estipuladas no Manual de Compliance e nas Politicas Internas nao
invalidam nenhuma disposicdo do Contrato Individual de Trabalho, se aplicavel, e
nem de qualquer outra norma mencionada pela Gestora, mas servem de
complemento e esclarecem como lidar em determinadas situagdes relacionadas a
minha atividade profissional.

7. Autorizo a divulgacdo de meus contatos telefénicos aos demais
Colaboradores, sendo que comunicarei a Gestora a respeito de qualquer alteragao
destas informacdes, bem como de outros dados cadastrais a meu respeito, tao logo
tal modificacao ocorra.

8. Declaro ter pleno conhecimento que o descumprimento deste Termo de
Adesdo pode implicar no meu afastamento imediato da empresa, sem prejuizo da
apuracao dos danos que tal descumprimento possa ter causado.

A seguir, informo as situacdes hoje existentes que, ocasionalmente, poderiam ser
enquadradas como infragdes ou conflitos de interesse, de acordo com os termos do
Manual de Compliance, salvo conflitos decorrentes de participagdes em outras
empresas, descritos na “Politica de Investimento Pessoal”, os quais tenho ciéncia que
deverdo ser especificados nos termos previstos no Manual de Compliance:

Sao Paulo, ........ de i de 20..... .

[DECLARANTE]
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ANEXO III - Solicitagdo para Desempenho de Atividade Externa

1. Nome da instituicdo na qual sera realizada a Atividade Externa / descricdo da
Atividade Externa:

2. Vocé terda uma posicdo de diretor ou administrador? [ ] sim [ ] ndo

3. Descreva suas responsabilidades decorrentes da Atividade
Externa:

4, Tempo estimado que sera requerido de vocé para desempenho da Atividade
Externa (em bases anuais):
5. Vocé ou qualquer parte relacionada ird receber qualquer remuneragao ou
contraprestacao pela Atividade Externa: [ ] sim [ ] ndo

Se sim,

descreva:

O Colaborador declara que a Atividade Externa que pretende desempenhar, conforme
acima descrita, ndo viola nenhuma lei ou regulamentacgdo aplicavel, ou os manuais e
cédigos da GUARDIAN GESTORA LTDA. e da GUARDIAN CREDITO LTDA., as
quais fazem parte do mesmo grupo econdémico, (ambas oras definidas como
“Gestora”), e que ndo interfere com suas atividades na Gestora, ndao compete ou
conflita com quaisquer interesses da Gestora. O Colaborador declara e garante,
ainda, que ird comunicar ao diretor de compliance da Gestora quaisquer conflitos de
interesses que possam surgir com relagao a Atividade Externa acima descrita.

S3do Paulo, de de 20

[Colaborador]

Resposta do Diretor de Compliance:
[ ] Solicitacao Aceita [ ] Solicitacdo Negada

Diretor de Compliance
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ANEXO IV - Informacoes Periddicas Exigidas pela Regulamentacao

Verséo

05

Data Publicagao
18/12/2025

Informacodes

Prazo

Destinatario

Forma de Arquivamento

Enviar a CVM o Anexo E da Resolucdo CVM 21
devidamente preenchido, contendo informacdes sobre

Até o dia 31 de marco de cada

Internet (por meio do site

os Veiculos de Investimento sob gestdo, profissionais, ano, com base nas p05|goe§ de 31| CWM da CVM)
. . . de dezembro do ano anterior
estrutura administrativa e operacional etc.
O Diretor devera encaminhar relatéorio dos controles , L L )
. . . Até o ultimo dia util de abril de
internos, regras e procedimentos estabelecidos neste q N m b N Di
Manual de Compliance (e.g. testes de seguranca nos .ca a aNo, co ase _a_‘c’ iretora Fisico ou Eletronico
. . ; o informacoes do ano civil | de
sistemas, medidas para manter as informagdes imediatamente anterior Gests
confidenciais, programas de treinamento). es af) €
demais
diretores
da
Gestora
Confirmar que as informagdes cadastrais continuam | Entre os dias 1° e 31 de maio de i
. CVvM Site da CVM
validas. cada ano
Informar sobre sua equipe de gestdo de investimento, Internet (através do banco
~ Mensalmente ANBIMA
especialmente alteragdes sofridas. de dados de ANBIMA)
Confirmar gque os profissionais da equipe de gestdo de ,
. . ~ . Até 31 de marco, com base nas
investimento sao certificados pela ANBIMA e que as | . N )
informagdes de 31 de dezembro | ANBIMA Site da ANBIMA

informagdes de NAV e valor das cotas dos fundos de
investimento foram enviadas.

do ano anterior
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Reportar ao COAF e CVM, se for o caso, a nhao

ocorréncia de propostas, transagdoes ou operagbes | Até o Ultimo dia util de abril de

passiveis de serem comunicadas nos termos da Lei | cada ano, com base no ano | COAF SISCOAF

9.613/98, tendo por base o ano imediatamente | imediatamente anterior
anterior.
Informacoes Prazo Destinatario | Forma de Arquivamento

Voto adotado nas assembleias de acionistas dos
veiculos de investimento.

5 dias subsequentes a assinatura

Administrador

Forma e horarios
previamente estabelecidos
pelo Administrador

Em cada momento em que o conjunto de veiculos de

investimento gerenciado pelo mesmo gestor de l(_:otmdpanhla Carta ou qualquer outro

investimento ultrapassar, para cima ou para baixo, os | Imediatamente apds a ocorréncia 'S ?_a A€ modo definido pela
. . emitiu os . ~

patamares de 5%, 10%, 15%, e assim sucessivamente, | do evento administragao do(s)
e e valores . .

de qualquer classe de valores mobiliarios emitidos por e fundo(s) de investimento

o mobiliarios

uma companhia listada.

Suspeita de lavagem de dinheiro ou atividades de >4 h , ancia d

financiamento de terrorismo, conforme definido na Lei ntoras apos a ocorrencia do COAF SISCOAF

9.613/98. evento

Registrar a versdo mais completa e atualizada da | No momento da adesdo e sempre ANBIMA Via Sistema SSM da

Politica de Voto junto a ANBIMA. gue atualizada ANBIMA

) . . ) No momento da adesdo e no _ _
Registrar a versao mais completa e atualizada do . ; Via Sistema SSM da
) o ) . prazo de 15 (quinze) dias sempre | ANBIMA
Manual de Gerenciamento de Liquidez junto a ANBIMA. ANBIMA

que houver atualizagao
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